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WHAT'S THE BOTTOM

LINE ON PIPL?

PIPL KR A?

China’s Personal Information Protection Law (PIPL) is
a direct call for marketers and brands to implement
first-party data strategies that are compliant with new
regulations that protect consumer data. For marketers
and advertisers, PIPL demands that companies be
transparent in the way they collect, store, and use
consumer data and encourages greater alignment for
marketers and advertisers operating internationally.

A GDPR-like privacy protection has been long-awaited
by China’s consumers. Among all countries measured
in an October 2021 survey by Cisco, consumers in
China felt most positive toward privacy laws. Of those
who were aware of the country’s 2017 Cybersecurity
Law, the vast majority (80%) felt it had a positive
impact.

Thanks to PIPL, Chinese consumers will be better
protected from potential manipulation by big tech
information pushing and digital marketing. In
particular, consumers will have the right to refuse
decisions being made automatically by algorithms
based on collected data. In addition, personal
information handlers will not be able to use data
mining to differentiate offers between consumers (i.e.,
charging different prices).

This report looks at what marketers need to do to
meet the obligations of PIPL while ensuring overall
compliance with China’s data security and privacy
laws. It also addresses the cost of non-compliance,
and considerations for international companies
operating within the PRC.
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WHAT IS PIPL?
T4 PIPL?

China’s Personal Information Protection Law (PIPL)
came into force on November 1st, 2021. The law
establishes strict rules on handling the personal data
of Chinese citizens and sets immediate compliance
requirements.

The Personal Information Protection Law (PIPL) is
China'’s first comprehensive legislation regulating the
protection of personal information, and is modeled
after the European Union’s General Data Protection
Regulation (GDPR).

But unlike the GDPR, it only protects consumers’ data
from the private sector—the government will still have
full access.

The PIPL generally applies to all types of data activities
(e.g., collection, storage, usage, reorganization,
transmission, provision, disclosure and deletion)
involving the personal information of data subjects

in China, as well as activities outside China that are
aimed at providing products or services to individuals
in China or analyzing their behavior. Violations of the

Definitions EEX.

PIPL could face penalties of up to RMB 50 million
(~US$7.78 million), 5% of a company’s annual revenue
and disgorgement of all illegal gains.
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Personal information is any data by which an individual can be identified, such as their name, appearance,
email address, IP address, cookie ID, and so on. Personal data doesn’t include anonymized data.

PANER BIEFLURBI N ARMTOEE, a0fb(Ir0s. sh3k. BFEB. Pk, cookie IDS,

BEE.

PAHEEEE

Sensitive personal information includes biometrics, religion, medical and financial information, individual
location tracking, as well as information relating to minors under the age of 14.
BRI NNEE BFEEMFHE. REUEM. EFRUSBER. PTAUEERIUNRS4S U TFREFABXIER.
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DRIVING TRANSFORMATION FOR MARKETERS & THEIR AGENCIES

HANDLING CONSUMER DATA?
WHAT ARE YOUR UBLIGATIUNS?

EEETEEREEL

Consent Requirements and Localization
fERFS RIS

Before collecting or handling someone’s personal
information, a data handler must obtain the data
subject’s clear, voluntary and informed consent. Data
handlers collecting or handling “sensitive personal
information” — a category that includes the data
subject’s biometrics, religious beliefs, health, finances,
geographical location and young children — must, in
addition, show the specific purpose and necessity of
the data collection and follow certain stringent data
protection measures specified in the PIPL.

There are exemptions under the law where prior
consent is not required, including:

e Performance of a contractual or statutory duty

* Responding to an emergency involving life and
property

¢ News reporting on a matter of public concern

*  Where the information is already found in the
public domain
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Data Deletion Requirements
XIIPREEROE R

The PIPL provides that if the volume of personal
information being handled by the data handler reaches
certain thresholds, the data localization requirement
may be triggered, and the data handler would also be
required to appoint an information protection officer

to supervise the proper handling and protection of the
personal data collected.

Data handlers are required to delete the collected
personal data when:

e The purpose of the collection has been achieved
e The information no longer serves its
disclosed purposes
e The service is no longer being provided
e The retention period has expired
* The user rescinds consent
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HOW DOES PIPL RELATE TO OTHER
DATA & SECURITY LEGISLATION?

PIPLEH{th R IR 2iEZBXEK?

The Data Security Law (DSL)
HiE=2E (DSL)

The PIPL, as a law that specifically regulates the
protection of personal information, is essentially an
extension of the principles of the Data Security Law in
the field of personal information protection.

The Data Security Law, which entered into force on 1
September 2021, is recognized as the general and
basic law in the field of data protection in China. In
terms of the regulated object, according to Article 3

of this law, “For the purpose of this Law, data shall
refer to any record of information in electronic or other
form”.

The connotation of “data” under this law includes
personal information and all other types of
information. In terms of regulatory content, the
provisions of this law are macro and fundamental in
nature and establish a number of basic systems for
national data security management. Therefore, from
the perspective of legislative intent, the Data Security
Law is the basic law in the field of data in China.

EREITE N ANEERIFANER, PIPLARERE (H
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MNIERELE, (HiEReX) JEEPEHENRAY
BENE,

The Cybersecurity Law
mERLx

The PIPL and Cybersecurity Laws have different, but
complementary, objects of regulation and impose
requirements on network security and information
protection from different perspectives.

According to Article 76 of the Cybersecurity Law,
“network data” is “all kinds of electronic data
collected, stored, transmitted, processed and
generated through the network”, and its regulated
object is limited to all electronic data generated in
cyberspace, without distinguishing whether it has the
attributes of personal information.

The PIPL breaks through the spatial limitation and
expands the object of regulation to all data in all
carriers and limits its attributes to the scope of
personal information.

PIPLAIME 22 ZR M ENREBFREEEE/ME, FMN
FERAEEXNMNEZ 2 S ERIFITZ T MR,

RIE (MELeX) 38765, [MEHE | 28 [BEN
BEE. g, G, IEMFENSMEBEFENE]  H
MBI RNIRT ML= B ERIPFERFEIE, BFR
BEE XoHBEREEETARGE.

PIPLERH 7 ==[BIRGI, IR EXRY KEPBENENAY
EEEIE, FABEBRMRIEDASESATEEN,
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DRIVING TRANSFORMATION FOR MARKETERS & THEIR AGENCIES

HOW PIPL COMPARES T0
INTERNATIONAL PRIVACY LAW

PIPLE HtBEPREEISFAIZRIRIEL

Provisions

=

Right to stop
processing
PRI

Right to stop
automated
decision-making
ELLBTERERIF

Right to stop
third-party transfer
(ELESE=5E2ANF

Right to equal
services and price
ESFEIRSTNERY
NF

Regulator
enforcement
penalties
SREAIRIRIEL TS
fait

European Union’s
GDPR
EXERRIGDPR

Right to withdraw

consent or otherwise stop
processing of EU personal
information

B EEEEEIIRISEYEEN
SRAIF

Right to require a human to
make decisions that have a
legal effect
EHEBEEMHINAENE
KEAPUTHIF!

Right to withdraw consent
for data transfers involving
second purposes of special
categories of data

T R AF IR RIEIERI S
—BrIREIEE, B
EEE

At most, implicitly required
RZRBEEMEK

Ceiling of 4% of global
annual revenues

EBRFWANIIA%I9_EIR

California Privacy
Rights Act
DnFHBSFARGE

Right to opt out of
selling/sharing personal
information; must include
opt-out link on website
EETHE/SZPAEEN
F; Pub 2 RE SRR
LR

Regulations to govern
access and opt-out rights
for automated decision-
making technology

E B B BRI ARRY
VIEFIRRIERIE BN

Right to opt out of
selling/sharing personal
information to third parties
EERAE=FHE/HED
MNEEHIBF)

Explicitly required
BBEEALE

No ceiling—$7,500 per
violation

"B LR - SIUEM T AT
7,500%7T

China’s PIPL
FE#JPIPL

Right to limit or refuse
processing of personal
information, with some
exceptions; right to
withdraw consent
REBDIER FIRHIEIELEL
BN ANEEINF KRR
BROF)

Right to explanation and
right to refuse solely
automated decisions with
significant impact
EEERZMENHRE LS
ERBRAIELEAIF!

Requirement to obtain
explicit consent before
transfer to third parties
ERERBE =L RN
RISHERREE

Partial. Cannot refuse to
provide goods and services
if individual refuses to
consent (unless necessary)
[5EB. MBNMAELERE,
(WNIEVE) TR EIR MR R
FARSS

Ceiling of 5% of annual
revenues or RMB 50m
($7.8m), plus potentially
unlimited penalties to
businesses and individuals
B0k IEBINRYS %3,
500057t A KM (780/5%7T)
;I EX AN ARTETE
ToPRALTT
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WHAT'S THE GOST OF NON-GOMPLIANCE?
EAUINETA?

Sanctions for non-compliance with the PIPL depends W{aI5%EIE /R PIPLSF R A B EUA T J2 AR ey ME T

on whether a company is local or foreign. A,
For local firms, sanctions include: MEEFTNW, FHFEEIE:
e Correction orders, confiscation of unlawful o ESOMIE. RWAHAERIN. BRI, SRIERS
income, provisional suspension, or termination of
service. c WERIEALLI00ETAER (155%5T) B9 AT
SIEIN

¢ CNY 1,000,000 (USD150,000) in personal

administrative fines on the person responsible. o WB#EIE, HIHIBNNEIE A RMI10075 750,
SN EN50,000,0005tc A B (£59775,0003E7T)
e An additional fine of no more than CNY 1,000,000 AT TR AN Z AL =N AI5%,

if correction orders are refused. CNY 50,000,000
(about USD 775,000) in administrative fines or AFEPIPLIIEHIREREERZ2HINELITTRES
up to 5% of the organization’s annual business -
revenue.
RTINS E=1=!
Overseas companies that don’t fall into line with the
PIPL or harm the national security of China may be: o E|MMBREANERRNAGE

* Placed on a blocklist. o PENKTEEIERF (CAC) MEQIEMEIHHE
&,
e Banned from handling the personal information of
Chinese citizens.

e The Cyberspace Administration of China (CAC)
is responsible for creating and updating the
blocklist.
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DRIVING TRANSFORMATION FOR MARKETERS & THEIR AGENCIES

WHAT PIPL MEANS FOR MARKETERS IN CHINA

CONSUMER DATA STORAGE PRACTICES IN CHINA

FREHZE A SR FAYER

With the passage of the Data Security Law and

the PIPL, multinational companies with operations

in China would be well advised to assess and, if
necessary, reconfigure their information technology
systems to ensure compliance with PRC law, and to
seek the advice of local PRC counsel before exporting
data that was initially gathered in China or that is
currently stored in China.

fE (HiRz2ix) M (PABERFE) EdY, &
EFRSHEEARRIFETIHEF L BITEHEE
HEBRARS:, LAREGETERAR, FAEhLar
PEM SRR BRI E T EREE R, ERTE
SHbERYPAIE L.

CONSUMER DATA USE AND PROCESS OF CONSENT

HEEESHER(E AR SRERIBE

The PIPL regulates the use of algorithms and

other automated systems that have the effect of
discriminating against certain classes of consumers.
Consent is also required in most circumstances.
Multinational companies seeking to market their
products and services to prospective Chinese
customers using personal data would be prudent to
seek legal advice before undertaking such marketing
activities.

Brands will also have to reassess the use of third-
party data. Platforms and providers will face stricter
supervision as to how they obtain and process
personal information. Currently, brands and marketers
draw on big tech platforms like Alibaba and Tencent
with access to a wealth of customer data, which in
turn allows them to develop more specific content and
products. Brands need to think about whether those
activities are legal under the new law or whether it will
be associated with unnecessary items in the future.

PIPLY BB RIS H&EE NS S MBI FIEIE
R#TRE, AAEMOER THEIERE. BEEIINR
BRBETASEREENTEZF#E Ermiliks, &
FHERITIRE RN ZBHDEEEE .

MBI EFNFEXS B =D EERER. s Ta
AN EEIMEERSIIIE N NMEE D ESEIGE 189
. BHEl, mEEEARNBNEEEEHERE
MECFRIRETABEREE, XERIET @A R
BEHILE. mEREERXLEEHSRENMIGERT
BAGE, NECEASEARKS ERTLEIIFIR,

PIPLYHRENTHIAERARSFEHA?
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CONSUMER DATA TRANSFER OUTSIDE OF CHINA—

FREHE SRR

A particular pain point for brands will be a restriction
on data transfer outside the country. Western brands
have generally analyzed data collected in China in
their U.S. and EU headquarters. The PIPL makes
data transfers subject to security assessments and
certification by Chinese cyberspace authorities, an
interaction that brands will want to avoid, says Omer
Tene, chief knowledge officer at the International
Association of Privacy Professional (IAPP).

One solution is to build a local data management
platform and work out how to keep and analyze data in
the country. Brands are lagging behind in preparation.
There has been a long observation period for brands,
with a lot of focus on GDPR and on the California
Consumer Privacy Act, but there has been absolutely
no focus on China.

T ED RS EIGERREIRTE AR, 7975 mhEhY
TR, WREHEEEDRRE, FELAESTEREE
FRVEHEUE. ERRRAAT NS (IAPP) BIBEEANRE
Omer Teneifd, PIPLASHIRSEIRE BRI PE ML
TEAEBNLZETHENIAE, MXEHmEIIREET
A9,

Hep—MRRDRERE M AUEIEEIEYS, T
FRATEERREFOOITEE. SmhRiESTFeR
f& — B IR GOPRAINNEZR B AN EREMR T —RA
FERIRTEL,

LOCAL EXPERTISE AS A LEGAL IMPERATIVE

SHSMNERENTFEEE LRSS

In the past, subject to state secrecy and data privacy
screening by qualified Chinese lawyers, multinational
companies with operations in China were able to
respond to foreign regulators’ subpoenas and requests
for information directly, without first obtaining the
approval of the Chinese authorities, even if the
requested data concerned Chinese individuals or the
multinational companies’ China-based operations.

Similarly, in connection with foreign litigation
proceedings, multinational companies were able to
collect responsive documents in China and produce
them to opposing counsel in discovery without the PRC
authorities’ prior approval.

This is no longer the case under the newly enacted
DSL and PIPL. Together with other laws that the PRC
authorities enacted since 2018 — for example, the
Criminal Judicial Assistance Law and Article 177 of
the Chinese Securities Law — companies seeking

to comply with U.S. and other foreign regulators’
information requests, or fulfill their discovery
obligations in ongoing U.S. litigation, should consult
Chinese counsel before transmitting such information
overseas.

g, ZEFERWRITHSERERZERRAAFIIE
BT, ErEFRSHBER A EROINIMNE RS
PERUERMERIER, BMERMERIEIRES RFENA
REENTETERLS, TERRRESTEZSBAIML
., B, EESMOFNEFT, BEEEEEERE
WEERARIATSZ A, FHEARILSRRRT XS 75 MR X L3
%, MARETEZBHISEHE,

EFMRARAIDSLANPIPL MEGEFILABIATER], I LEhE
LEBE2018FLMAIEMIER, flan (FISSEMED
i£) F (REESE) $1775% - QEERIBTFEEMEMD
ISMERETIERESERK, SR THEERATE
THILERENSS, NERSIMEELLEERZREIRT
ES(ETIIN
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DRIVING TRANSFORMATION FOR MARKETERS & THEIR AGENCIES

AN OPPORTUNITY TO BUILD CONSUMER RELATIONSHIPS,

SiHEEEVXFEMNE

In a survey published by the Luxury Institute in June EEEEERINS2020F0A KB —IEEY R, =419
2020, affluent Chinese consumers showed a greater ‘:Pl HEELCEZEABMOTFoZE0E, TEHE N 7 HREL

propensity than Americans to share data, especially ZIMENIRSS . mEFIEZRE ZBNHIEXRES
in exchange for more personalized services. A new EBFE FE—RIZEK+oEBESHBIINES, Bt
data relationship between brand and consumer will fl]JT}E/\ﬁLDEUﬁMI]E’\J/\Aiz‘ﬁUENuuHi'?-E’\Jm{Eo

emerge: millennials and Gen-Zs are ready and willing
to share their info but they are fully aware of the value
of their personal data to companies.

Case studBEBliRss h ?{ 2 mqu oy

Max Mara & BMW

In a recent case, brands including Max Mara and ERER—1EAF, 83EMax MarafIBMWERNR R
BMW were criticised for their use of facial recognition FEREREENESE AR, EBAETEIRE
tech. BMW said Chinese dealers using the technology %, BMWABER, FEZIYARNTES SRR M)

are not controlled by the company, while Max Mara 2l mMax MaralllZ87~, IXUEES/EL 2RRISEm/EE
said the cameras were used to monitor customer flow  HBERE, FKBKENAGEGE, RIE2019F/89—TUE
in stores and did not collect personal information, B, ERESHPEESEEIEOEERRRERTRE, 9#%
the AP News reported. According to a 2019 survey, T{tﬂﬂ]@aiﬂ%@gﬁ’]%{ﬁﬁ%jﬁ %, EEHEEEEE

a large majority of Chinese consumers are worried HIRRIPAE, EPlE’ﬂ/%%%tKEDE%D,QX%U]IE’\JE%%
about facial recognition data being leaked and say BEANEM — W HIAXEREERE MR ESE=T,

they prefer traditional ID methods. They also consider
consumer information confidentiality and data
protection as important facets of brands’ corporate
social responsibility — even more so than Indian and
Australian peers.
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WHAT PIPL MEANS FOR PLATFORMS IN CHINA?
PIPLYHERIESRREIFETA?

A Change in User Active Rate Privacy Clauses FIFBEAZRISFASRFRAIZELL

All instant messaging apps in China installed more than 100 million times have updated their privacy

clauses since 2020.

B2020FLLk, HFEBE FEIREGEE UORAIBDE BTN B AT 7 HESF

Algorithms Might Be Affected iERiZrIaERZER N

Social relationship based
LA X F D ET

User attributes based

AR REERER
Similarity of
user content
preferences

. . based
Historical ERASRELT
i ROtBIARE o
preference
data based
AR PRI SR (R Similarity of
WFEREAEM | user preferences
based
VAR miRLF
ROtBE D Bt

Popularity based
PASIRimiEE D

Content tags based
LAREIRE DR

Association rule based
PAKEXHIN o 2t

Situational awareness based
PASSBRE R

Based on social networks such as mutual
acquaintances, one-way followers, and common
followers of a certain tag, the similarity between users is
calculated to make recommendations.

LIt 3emsg ok, IMREINRAOA. SREiERETE—REN
HEBE, HEHAR 2RISR TS,

Calculate the similarity between users, such as age,
gender and other basic characteristics, and recommend
what user A likes to user B.

THERFZIBMMEIE, WF, ERFEMERSE, FHER
FASRNIRPEEEEFB

Based on the data of users’ historical preferences, we
calculate the similarity between users and recommend
items liked by similar users to each other.
UBPRIDSERIFEIERER, HANTELRPZERIR0LE,
FEBIEURFERARIETA B

Based on the data of users’ historical preferences, we
calculate the similarity between items and recommend
similar items based on users’ historical preferences.
LABFRD SERF SiR AEMBA T SR BHEIE, iR
BFRFHR D SEHEFRIMR

Based on the interaction data of the content, we
calculate the most popular content and recommend it
to users.

RIERNANEEE, TEHEZIREHNASHIEFERR

Recommend different items under the same tag to
users by typing the corresponding tags according to the
attribute characteristics of the content
RIEASHEMHSE, BIHNBMRE, QRFEER—
& FARIE

Mining association rules from historical data to make
recommendations based on the relevance of content
to content.

NASEEIRAISIRRBAN, RIBAS SABHIRE I TS

Recommendations based on the time, place, date,
mood and other contexts in which the user enters the

system.
ETBPHARGHOE, s, BE. OBHEMSSRIE
HiEE

WeChat video

channel: friend likes
recommendation, fission
HIEISRE: AR B

Lookalike enlarges the
audience
EPUSHEY KT EREEE

Guess what you like, the
user who bought this
item also bought
BRIREREIR...; WLICE
BERFIEMET

Hotlist, Douban list,
Weibo real-time hot
search

e SIEETE. g
SCRTHE

Social media platforms
recommend similar
users based on their
preferences and tags
HAERFEIRIBAFHE
FHIRESHEFZORAR

E-commerce platforms
recommend soccer to
users who buy soccer
shoes

BT AT REREIR
PEERER

E-commerce platforms
recommend clothes
based on season
BFESTFAIRESTH
TR

Az Eh
KT N\o

Increase trust
HEIMEIERE

Solve cold start problems
BRARIS BRDAOISIRR

No dependence on user behavior
TRIFBFATR

No cold start issues
RE BT

Discover the potential interests
of users to recommend
personalization
RIEFRFREERE, MRS

Ability to handle more complex
scenarios
BRENEESFAER

Application of Crowd Psychology
RIFRBEARIEE

Solve the cold start problem
BRI BaIEIRR

Improve retention of new users
REHABFEEE

Maintain the activity of old users
RIS BPRTEIRE

Solve the cold start problem
BRIRIS BT

New content can also be
recommended
BILUEERIINES

High conversion rate
kiR

Discover new points of interest
for users
RIMABFPRAGES

Real Time
et

Time Diversity
BHES &

Relatively low accuracy
JERREEAERIRAE

Easy to touch the user privacy
boundary
A SRR FAFEFALSR

Relatively low accuracy
TEERREAERTRE

Cold start problems
REIT

Too much reliance on historical
user preference data
IR D SEARIFAORIR

Poor quality of initial
recommendations
BRENIRETS

Difficult to guarantee the quality
of content
HLUREABHIRE

Inability to meet individual needs
TEBBDATK

Content quality relies on the
accuracy of tags
M RBEUAIIRER R

Content tagging lacks feedback
from users
HBRERZRE AR

Cold start problems
REEDIERE

Hot items over recommended
BEENRIRE

The recommendation range is
relatively narrow
I EEERE

Multi-dimensional contexts are
complicated to calculate
ZHHERATERER
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HOW R3 CAN HELP

2=
E =
=

Establish a Personal
Information Playbook
EAVAINHSES )

For long-term, cost-effective compliance, establish dedicated roles and
responsibilities, detailed privacy management policies and procedures, a
playbook for personal information protection impact assessments and an
audit program — all supported by technology solutions.

AT, GARESHRA @SN, BRI EBEREEAERS. 1FAIISFASTIREE
KRR, SWHRSAASIEECRIRER. DAGRRPRIMTEFIEITER —
(SN PGS ES RSN

)
)
-\¢

Conduct Impact
Assessments
TR EE A

Perform and document personal information protection impact
assessments as mandated for high-risk activities, including but not limited
to cross-border data transfers. Given existing ambiguities, err on the side
of too many rather than too few assessments.
BRIENSXEENHIT O NEERIPEINT, S ENRTEREE~ER. &
SEEBRIEMILE, SHTITHERAIR,

A A

Identify Exposure
HHARTERIMBE

Are you handling Chinese residents’ personal information? If so, assess
and document these activities. Cover the full data-use life cycle, note your
legal basis for these activities and locate relevant documents. Determine
whether you may be deemed a critical information infrastructure operator
(CllO) or if you process large enough volumes of data to face potential
additional compliance requirements.
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Assess the Gaps
R

%5

Assess compliance protocols in light of new rules, then identify risks and
potential penalties to set priorities for remediation. Pay special attention

to your workforce, as the new regulations and the potential penalties for
individuals have led to shortages in trained data protection officers.
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Remediate and
Enhance
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As you close current compliance gaps in line with risk-based priorities,

act to prevent future shortfalls, too. Enhance management practices,
workforce capabilities and technology tools for personal information
handling. Where ambiguities remain, consider both government intent and
global leading practices.
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ABOUT R3

WHAT WE DO

OUR REASON FOR BEING

In a word, we are about transformation. R3 was
established in 2002 in response to an increasing
need from marketers to enhance their return on
marketing, media and agency investments, and to
improve efficiency and effectiveness.

We want to help CMOs make marketing
accountable.

OUR BACKGROUND

We’ve worked with more than one hundred
companies on global, regional and local
assignments to drive efficiency and effectiveness.

We have talent based in the US, Asia Pacific and
Europe and partners in LATAM and Africa.

Through global work for Samsung, Coca-Cola,
Johnson & Johnson, Visa, Unilever, and others, we
have developed robust benchmarks and process
targets for more than 70 countries.

DRIVING
TRANSFORMATION FOR

MARKETERS AND THEIR
AGENCIES

We are an independent transformation
consultancy hired by CMOs to make their
marketing more measurable and accountable
to business impact.

HOW WE DO IT

We invest in the best talent, bringing in senior leaders
from marketing, agency and analytic backgrounds.

We're independent. Because we’re not your
marketing team or agencies, we're empowered
to be honest and transparent.

We use external benchmarks. We have
proprietary data pools to inform our in-depth analysis.

Since 2002, we've interviewed more than 2,000
marketers about their agency relations.

Since 2006, we’ve spoken to more than 80,000
consumers in China’s top-twenty cities and
continue to do so every three months.

We have co-developed software to measure
agency and media performance.

Each month, we exclusively track over 500 agency
new business wins, as well as 100’s of deals in the
marketing M&A space.

We have insight into global best practice. We work
with companies who want to do best-in-class
marketing across diverse categories and geographies.

We authored the book “Global CMO” about marketers
leading Digital Transformation around the world.

We maintain an ongoing database of media costs
for key markets.

RETURN ON AGENCIES

We help marketers find, pay and
keep the best possible agency
relationships - covering Creative,
Media, PR, Digital, Social,
Performance, Event, Promotions
and CRM.

We take the lead on improving the
Integration process through
proprietary software and consulting.

RETURN ON MEDIA

We offer professional analysis of
the media process, planning and
buying with proprietary benchmarks
and tools to set and measure
performance.

We conduct financial audits to
validate and benchmark
transparency.

RETURN ON INVESTMENT

Using a bespoke and proprietary
methodology, we help benchmark
and provide insights into how your
digital strategies perform in your
category and across categories.
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CONTACT US

NORTH AMERICA LATIN AMERICA EUROPE
New York Sao Paulo London
79 Madison Ave Rua Jerdnimo da Veiga 68-80 Hanbury St, London
8th Floor 428 - conjunto 21 E1 5JLT
New York, NY 10016 Sao Paulo, Brazil T+44 20 7998 9588
T+1 646 416 8088 T+55 11 3071 0678
Madrid
Calle Goya, 59
Madrid 28001
T+3491702 1113
ASIA PACIFIC
Beijing Shanghai Hong Kong

A1906, Chaowai SOHO
No.6B Chaowai Street
Chaoyang District
Beijing 100020, China
T +8610 5900 4733

F +8610 5900 4732

Singapore

1 Keong Saik Road
Singapore 089109
T +65 6805 4050

SOCIAL MEDIA

2E, Apollo Building

1440 Yan’an Road

Jing An District

Shanghai 200040, China
T +8621 6212 2310

Sydney
Level 26, 1 Bligh Street
Sydney, NSW 2000

23/F, One Island East
18 Westlands Road
Hong Kong

T +852 3750 7980
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